Securing Our Most Personal Devices and Networks in the Internet of Things

Travis W. Peters
Dartmouth College
Computer Science
traviswp@cs.dartmouth.edu

Montana State University
Barnard Hall 108
Friday, February 01, 2019
4:00 PM

About the Presenter:
Travis Peters is a doctoral candidate in computer science at Dartmouth College, working in the Mobile Health (mHealth) Security & Privacy Lab, led by Professor David Kotz. He received his B.S. in computer science and mathematics from Western Washington University prior to his arrival at Dartmouth College. While at Dartmouth, he has worked on two large, multi-university NSF projects, completed two internships at Intel’s Security & Privacy Research Labs, and published in top systems and security venues such as SenSys, HASP, MobiCom, and MobiSys. His primary research interests are in computer and network security and privacy, particularly as it applies to mobile and wearable health systems.

About the Presentation:
In the Internet of Things (IoT), everyday objects are equipped with the ability to compute and communicate. These smart things have invaded the lives of everyday people, entering into our homes, our offices, our cars, and are even being constantly carried or worn on our bodies; they have intimate and daily access to our most personal data as well as all of the other devices that we own and encounter throughout our day. Without a doubt, the devices and networks of today are more personal than ever. It should, therefore, come as no surprise that our personal devices and data are frequent targets of ever-present threats. Securing these devices and networks, however, is challenging. In this talk, I present my work on developing designs, techniques, and tools to harden software and systems in a way that aims to prevent and detect prominent threats to our most personal devices and networks.

First, I present our Trusted I/O solution for protecting sensitive user data transferred between wirelessly connected (Bluetooth) devices. Specifically, I will discuss our BASTION-SGX project, which shows how in-transit data can be protected from privileged threats (e.g., compromised OS) on commodity systems. I present insights into the Bluetooth architecture, Intel’s Software Guard Extensions (SGX), and how a Trusted I/O solution can be engineered on commodity devices equipped with SGX. Second, I discuss how we can both improve the utility and security of microcontroller-based devices. Specifically, I will discuss our Amulet project and how we successfully built a wearable health hub that can run multiple health applications, provide strong security properties, and operate on a single charge for weeks or even months at a time. I will present the mobile health scenario that Amulet addresses, dig into the software and hardware architectures of the Amulet platform, and present some of the interesting results that Amulet achieves. This talk will conclude with a discussion on some of my planned future work towards improving the state of security within personal devices and networks, as well as a glimpse into some of my ongoing work on the active detection of threats within this context.
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TEACHING STATEMENT

Travis W. Peters
Computer Science
Dartmouth College

I took my first computer science class shortly before I turned 20. I wasn’t like many of my peers: I wasn’t raised programming Apple II’s; I didn’t grow up obsessed with Bill Gates or Steve Jobs. And after struggling through my first few computer science classes, I couldn’t escape the thought that I didn’t belong. But something kept me coming back to computer science classes. I have since realized that what kept me coming back is that when I found computer science as an undergraduate, I didn’t just find a new subject to study or a potential skill for a future job—I found a vehicle by which I could explore virtually any interest I’d ever had. This vehicle is precisely what motivates my passion for teaching and lies at the foundation of what I strive to share with students in my role as an educator.

TEACHING EXPERIENCE

I have served as an educator in various settings and capacities. For example, I spent a summer as a teaching assistant in a small private school with children who required more individualized attention and education plans. I have also worked as a tutor, teaching assistant (TA), and instructor in college mathematics and computer science courses. For the purpose of highlighting my teaching experience, I’ll concentrate on recent examples from my time at Dartmouth.

In my first year of graduate school I had the opportunity to be a TA for our introductory computer science courses: CS1 (Introduction to Programming and Computing) and CS10 (Problem Solving via Object Oriented Programming). I held regular office hours, and organized a staff of undergraduate TAs who led weekly recitation sections. Indeed, a major part of my role as a TA in these classes was to mentor undergraduate TAs: helping them lead their small group discussions, and giving them feedback on how they graded assignments. Throughout the year we took more than 500 students on a whirlwind tour of foundational ideas in computer science including data structures, algorithms and algorithmic analysis, program design, machine learning, networking, graphics, mobile device programming, and security and privacy.

After garnering exceptional feedback as a TA, I received multiple awards. Among them are: the Outstanding Graduate Student Teacher Award—an award in which undergraduate students nominate graduate student TAs; the Best Teaching Assistant Award—an award in which professors in the Computer Science Department vote and select only one CS graduate student; and the Graduate Student Teaching Award—a college-wide award in which professors nominate students across the college (only three students were selected the year I won this award).

In addition to these awards, I was offered my favorite award of all: the opportunity to be a course instructor for CS10\(^1\) at Dartmouth. For this class of more than 100 students I prepared and delivered interactive lectures, held office hours, met 1-on-1 with students, coordinated with undergraduate deans to make accommodations for students with special learning needs, managed a staff of 13 TAs, organized recitation section topics and activities to reinforce learning outside of class, and wrote exams and assignments to assess my students. What an incredible learning opportunity! Without a doubt, this experience was remarkably defining. In fact, in the next section I discuss my teaching philosophy, which has absolutely been shaped by this experience. Throughout this text I draw on student comments\(^2\) that highlight my philosophies put into action in my teaching.

Since teaching CS10, I have spent more time focused on my research, but I have stayed active in developing my teaching abilities and pursuing more teaching opportunities. An example worthy of note is my time as a TA for CS50 (Software Design and Implementation) in Spring 2016, which was taught by my Ph.D. advisor, Professor David Kotz. As a TA I delivered guest lectures, composed class notes, and designed exercises for students. I also worked closely with my advisor to develop a large culminating team project\(^3\) for the course. For

\(^{1}\)CS10 (Problem Solving via Object Oriented Programming) website available at https://www.traviswpeters.com/cs10/.

\(^{2}\)The complete collection of reviews from my term as an instructor of CS10 can be made available upon request.

\(^{3}\)Guest lecture notes and project spec. available at https://www.traviswpeters.com/classes/pebble-project-intro/.
this project, we purchased 50 Pebble smartwatches, and had teams of students design and implement software to carry out a cooperative and competitive game. The software spanned multiple platforms: some ran on the Pebble smartwatches, some ran on laptops, and some ran on servers; to support the project I designed and built an infrastructure that allowed their Pebble smartwatches to communicate with their servers via a smartphone app. Through this project, my advisor and I were able to teach students about wearable devices and event-oriented programming (which closely resembled one of our research projects known as Amulet4). This project also promoted good software engineering practice: we organized design reviews and implementation reviews to provide early feedback to students on their plans and code. At the end of the class, each team delivered a live demonstration of their project, as well as a testing plan that detailed how students thought about testing the various components of their project.

TEACHING PHILOSOPHY

My teaching philosophy stems from my past experiences, both as a student and a teacher. Informally, there are simple and fairly commonsensical philosophies that guide my teaching. Among them are talk with students as you would like to be talked with—positive engagement comes through mutual respect, and care about the interests of students—new concepts make more sense when related to something familiar, and show off your own passion and enthusiasm—if you are bored it is likely they will be as well. Over the years, these philosophies have been refined and molded into five pillars that make up my teaching philosophy and provide a framework for my pedagogy.

Growth Mindset. First and foremost, I believe in having a growth mindset in my teaching. To facilitate my own growth, I seek input from peers and more seasoned educators. For example, in my years at Dartmouth, I have attended countless workshops at the Dartmouth Center for the Advancement of Learning (DCAL)5—a hub for scholar-educators to share resources and learn about teaching practices. I also actively seek feedback from my students. For example, as an instructor of CS10 I collected midterm feedback from students through anonymous surveys, which enabled me to make informed improvements throughout the term. As a result of the survey results I adjusted the days and times that student help was provided, and tweaked the style of lectures to use more prepared slides and code snippets.

Engagement and Active Learning. I love many facets of computer science, but a challenging reality exists: it can be dry and outright boring at times! One cannot entirely avoid discussing concrete matters, such as syntax and low-level details; in my teaching, however, I aim to weave this information into compelling stories, helpful analogies, and culturally and temporally relevant lectures and projects. To this effect, one student commented:

“...someone providing help should balance explanation of concepts with demonstration of code/syntax/technique. Travis was very helpful in both areas, he did an excellent job.”

Furthermore, I believe that teaching needs to be active; we learn best through interaction, experience, exploration, and even failure. In my classes, I regularly ask questions and incorporate activities where students can be active. For example, as a TA for CS50 I designed a lecture and activities6 on debugging programming logic and memory leaks. I taught students basic concepts and tools, then let them explore a buggy program. Using their new tools, students were able to discover and fix a buffer overflow. This activity also created an opportunity to share my own research interests in security and illustrate to students how programming errors can be exploited in practice. This session was so successful that I’ve been invited back multiple times to give this guest lecture in other classes.

Equity and Inclusivity. I strive to create an environment that is welcoming to people of all backgrounds and skill-levels, and one that encourages students to ask questions—in my classrooms and in my office there is no such thing as a stupid question. My own past struggle with feeling like I did not belong in computer science has helped me to relate and connect with many students, especially introductory students. One student stated:

---

4Amulet project website: https://amulet-project.org/.
5DCAL website: https://dcal.dartmouth.edu/.
“...He never made me feel stupid for asking questions that the other kids in class, who have coded in 1000 different languages already, understood just by attending lecture.”

**Differentiated Instruction.** I believe instruction should incorporate knowledge of students’ background and learning styles. (I do not believe it is enough to be competent in a particular area to teach well.) Indeed, some of my most fond memories from my time as a student have been interactions with professors that did just this; interactions where it was evident that they paused to take time to digest my question, incorporate what they knew about me, and *only then* respond. Because of this, I always try to take time to really listen to a student, consider who they are and what I know about them, identify where the problem is in their understanding, and then craft a response. One student stated:

“I found Travis to have a clearer idea of what the confused CS student was asking about and provided specific guidance.”

**Trust.** I strive to establish trust with students by conveying my own work ethic, my own fallibility, and the fact that I am committed to them as people and their work as students. In my experience, this can be as simple as demonstrating that I care about their success and that I am willing to do what I can to see that they can be successful. One student commented:

“Now, Travis was amazing. He had this motto, ‘I won’t leave you with broken code.’ He stuck by this, always...”

**Looking Forward: Future Goals & Teaching Interests**

At Dartmouth I have applied my philosophies with the specific goals of gaining the trust of my students, instilling a problem-solving mindset in them, and helping them to establish a strong foundation in computer science. While doing this, I have continually invited feedback from students and professors, constantly looking for ways to improve how I teach and foster learning. I feel fortunate to have received highly positive feedback on my teaching thus far, yet I know that the job of an educator is never done. Looking forward, my goals are oriented around further developing my abilities as a teacher, establishing connections between my research and classes that I will teach, and learning more about creating environments that are inviting to diverse people groups.

In the future, I look forward to teaching both introductory and advanced courses. I am comfortable teaching a variety of levels and subjects that intersect with my area. These include data structures, algorithms, operating systems, computer architecture, networking, and security and privacy. I am also interested in developing courses that more closely relate to my research in computer security and mobile health. These classes could span topics such as mobile and wearable systems, pervasive computing, trustworthy computing, and security and privacy in the Internet of Things.

*Last Updated: April 22, 2019*
I aspire to design security solutions that can be woven into the fabric of our most personal devices—devices like smartphones, wearables, and even implantables. These devices are extremely “personal” in the sense that they are constantly with or around us; they are carried with us or worn on (or implanted inside) our bodies; they are scattered about our homes, our cars, our places of work, and beyond; and they handle our most sensitive information. They promise to make our lives easier. They promise to make our families safer. They promise to provide better and more personalized healthcare. These opportunities have led to an explosion of ubiquitous, smart, connected things (the Internet of Things). Unfortunately, our ability to secure devices and to empower everyday people to manage their devices and secure their data is lacking. As a result, we have devices (and networks of devices) that are frequently compromised and exploited, which can harm people. I posit that these problems are rooted in (1) ill-founded assumptions around trust, and (2) a lack of mechanisms and techniques that empower system designers and application developers to build more secure systems.

To this effect, my research confronts issues with (in)security within computer systems and networks, centered around the theme of trust. My work spans two broad dimensions in security [2, 3, 5, 4, 6, 7]: I work with others to develop designs, techniques, and tools to harden software and systems that help to prevent well-understood threats; and I work with others to develop systems and techniques that help to detect new and emerging threats.

My goals are to make security practical and to make it relevant in the early stages of design and composition of systems and software. For this reason, I explore and develop designs, architectures, techniques, and tools, that make security fit seamlessly with systems and that make it easier for developers to develop software that is secure and efficient.

My methods are focused around real-world systems and networks to make my work both relevant and realistic. I enjoy grounding my work in relevant, real-world technologies that have direct impact on end-users (i.e., you, me, our friends, our families, and so on). For this reason, my research has gravitated towards the most personal devices in our lives: our laptops, our smartphones, our health and wellness devices, and smart home devices; as well as one of the most popular ways for these devices to interact with one another: Bluetooth.

**Secure Foundations & Increased Awareness in Ubiquitous Computing**

**Trusted Computing and Trusted I/O**

We live in the age of computing where malware and viruses run rampant. A common objective of these threats is to compromise applications in personal computers and smartphones in order to steal or tamper with user data (e.g., account credentials, health data). A common approach to protect applications and their data from such threats is to employ trusted computing technology. Specifically, technologies such as Intel’s Software Guard Extensions (SGX) and ARM’s TrustZone technology are popular for protecting applications by isolating sensitive code within Trusted Execution Environments (TEEs). These technologies, however, do not provide sufficient protection for all data in transit to and from their TEEs [5]—a property commonly referred to as Trusted Input/Output or Trusted I/O. To address this issue, I developed BASTION-SGX [2], a security architecture for protecting applications on personal devices (e.g., smartphones, PCs) from attacks within the device, such as a compromised operating system, drivers, or other variants of malicious software. Because my work is concerned with personal devices and interactions between them, this work demonstrates how Trusted I/O can be realized for real personal devices (PCs and user interface devices) using a prominent wireless I/O technology (Bluetooth) that connects personal devices. In addition to the published paper, I worked with a team of researchers at Intel to file a related patent, System, apparatus and method for providing trusted input/output communications [3].

**Secure and Energy Efficient IoT Devices**

Tiny, battery-powered devices, such as mobile health (mHealth) and other IoT devices, generally lack tradi-
tional hardware and software that can offer strong security. To offer some semblance of security on such de-
vices, there are two conventional approaches: (1) build closed, single-purpose devices that cannot be extended
by consumers; or (2) build semi-open, multi-purpose devices that can at least run a full-fledged operating
system. These approaches present inherent trade-offs: open systems offer better security but lead to higher
energy consumption and therefore short-lived devices, which is inconvenient and potentially unsafe for end-
users; closed systems offer inferior security but can optimize the platform to consume less energy, resulting
in long-lived devices that are preferable to end-users. To offer a better approach, we developed Amulet [6, 7],
a novel platform that enables developers to create secure and efficient mHealth applications that co-exist on
resource-constrained devices, such as wearable health devices and other IoT devices. This work focuses on
how these devices and their software can be composed and verified in a more trustworthy way, fortifying them
from being compromised by errant applications that might attempt to interfere with other applications or the
underlying system.

Devices with the properties of our Amulet Platform are of great interest to research communities in sensing,
health, and other domains. In fact, our work has stimulated follow-on work by others including developing
mHealth applications, new techniques and systems to secure mHealth data, (between clinicians and patients,
or coaches and athletes, for example), user studies and human-computer interaction (HCI) studies, sensor
design, further enhancements to the underlying design and security of the platform, and patents.

Securing Personal Devices & Networks

My past research has shed light on the looming reality that our work and work like it—while valuable and
necessary—is not sufficient. Hardening devices and networks to make them more robust against attacks can
only go so far in defending against attacks—at some point, the attacker may still be successful. In such an
event, I desire a solution that can both detect the breach, and respond in a meaningful way. This motivates the
final portion of my dissertation work, which asserts that an effective way to detect threats to end-user devices
and networks is by monitoring network traffic observed within the end-user’s personal devices. Specifically, I
have proposed a novel analytics framework that analyzes local network traffic between centralized devices (e.g.,
smartphones, PCs, smart home hubs) and their peripheral devices (e.g., mHealth wearables, human interface
deVICES, smart home devices). This framework maintains different profiles of legitimate device behavior along
multiple dimensions, and detects anomalies relative to historical data. In this work, I draw on ideas from net-
work monitoring, multivariate statistics, and machine learning, which have enabled me to design a system that
collects and analyzes network traffic to detect anomalies that may be indicative of compromised devices or net-
work threats. I believe (and I am currently working towards establishing experimentally-validated grounds for
these beliefs) that certain properties of mHealth and other IoT devices make anomaly-based networking moni-
toring a viable option for achieving insight into the state of personal devices and networks. Again, because my
work aims to be practical and relevant, I ground this work in monitoring traffic in Bluetooth-based networks.
These networks consist of many devices centered around the end-user’s centralized personal devices.

Future Research Directions

Using Physical Properties for Security

While security often has its foundation in cryptography, it may also be promising to use physics as a foun-
dation for security. I plan to study how physical properties of devices and wireless channels between devices
can be leveraged to solve problems in computer and network security. For example, past works have relied on
physical proximity between two or more devices to establish trust and exchange secret information between
devices that have never met before. But how can all devices be sure that other devices are actually physically
proximate? We recently published a paper [1] that shows how devices can use properties of wireless signals in
close proximity to have confidence that other devices are sufficiently close before exchanging secret informa-
tion. This work utilizes software-defined radios and exploits unique properties of wireless channels to demon-
strate how to thwart distant attackers that may use directional antennas, custom radios, or signal processing
techniques to eavesdrop on, or interfere with, wireless communications between physically proximate devices.
Furthermore, my dissertation work focuses on the analysis of network traffic between devices that actively
communicate in order to detect compromise within personal devices and networks. I believe similar inferences
can be made through the analysis of passively collected network traffic (i.e., a third-party that passively moni-
tors communication between nearby devices), and unintentional side channels of devices (e.g., electromagnetic
emanations from computing devices). Both of these directions are ideas I plan to explore in the future.

Travis W. Peters

Research Statement
Usability in the Internet of Things

In my dissertation work I focus on techniques to detect threats in personal IoT devices and contexts, but a key challenge is how to best respond to threats once they are detected. Today, detection schemes such as Intrusion Detection Systems (IDS) are generally only used in corporate settings where technical staff can examine network logs and diagnose issues in their networks. As a result, technical staff can, for example, identify affected devices and patch them or remove them from the network. This does not translate to personal contexts where non-technical people are responsible for managing their own devices and networks and diagnosing issues. My vision is to use risk models to correlate anomalies with the potential risk they pose to the end-user; using this information, I can design a prototype that has built-in response handlers that range from ‘severe harm’ (disconnect devices/disable network communication and alert the user) to ‘moderate harm’ (alert the user; this approach is similar to tools like Little Snitch that seek user feedback to refine its rule set), to ‘no apparent harm’ (record the anomaly; long-term records are kept to ensure that repeated occurrences of that anomaly can be escalated and handled).

Security, Privacy, and Safety in the Internet of Things

In the Internet of Things (IoT), ordinary objects in our lives are replaced with smart objects (smart things). These smart things have digital electronics and network interfaces that allow them to communicate with other things and, directly or indirectly, through the Internet with remote services. As more of these devices are created and placed in homes or public places that people frequent (e.g., stores, schools), this gives rise to Smart Environments—environments with collections of smart things interacting with the environment, with human occupants, with each other, and with remote services, to accomplish one or more applications. In past work [4], we surveyed challenges to ensuring human safety (as well as security and privacy) in the context of Smart Environments. In the future, I plan to continue to explore the challenges and fundamental limitations of IoT devices, both offensively (to unearth new issues) and defensively (to design meaningful defenses and solutions).
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I grew up in a single parent household. My mother worked long, hard hours as a nurse to see that my sister and I had the things we needed. While our circumstances were not always ideal, my sister and I grew up in an environment where we were safe, where we were encouraged to try hard, and where we were loved regardless of our successes or failures. In my years as a student, friend, mentor, and teacher, I’ve seen firsthand that not everyone is raised in, or lives in, such an environment. I am aware of the privilege that I have grown up in, and as a result, I strive to elevate others around me. In all of my work, I am determined to create relationships and environments that are inclusive and inviting to a wide range of people groups.

**Fostering community with and for students.** As an undergraduate, I was elected by my peers to serve as a member of the Board of Directors for the Associated Students of Western Washington University. In service to our students, I oversaw the programs, services, and facilities that exist to assist students and foster community; among these, I worked with other student leaders to maintain student centers for ethnic students, women, veterans, students with disabilities, and students that identify as LGBTQ+. As a faculty member, I am interested in forming relationships with similar groups on campus to create bridges between student programs/services and academic departments.

**Advocating for women and other minority groups.** As an instructor for CS10 I formed meaningful relationships with students, which lived on long after my course ended. Notably, I have worked with female and minority students to pursue internships at top-tier tech companies and graduate programs at high-caliber universities, as well as to apply for competitive travel-abroad learning programs and scholarships. As a faculty member, I will continue to advocate for students, especially students that have historically faced disproportionate barriers in industry and academic settings.

**Engaging the broader community of students.** As a graduate student I have helped to organize opportunities to share my research and interests with broader communities. For example, we purchased a collection of Fitbit wearable devices and used them as a tool to reach out to local high-school students. The goal of our outreach was to engage young students with technology in order to educate them on the complexity of these devices and some of the security and privacy challenges around mobile health technology. We also connected these topics to what students were learning in their statistics class and used this context to discuss topics like algorithms and machine learning. We concluded our time with the students discussing the sorts of skills and career paths that they might explore in the future. As a faculty member, I am interested in exploring similar outreach efforts to reach K-12 students as well as students at other post-secondary institutions (e.g., community colleges, technical colleges).

**Raising up others to practice inclusivity and diversity.** After attending many workshops organized by the Dartmouth Center for the Advancement of Learning (DCAL), I partnered with other graduate students to organize a “TA Orientation.” This orientation taught more than 25 new graduate student TAs from various departments about campus resources to aid their students, how to create inclusive learning environments, and how to navigate “tricky situations” (such as owning your mistakes, friendships with students, and disputes between group members). As a faculty member, I am interested in exploring partnerships with similar learning centers where I can continue to learn from others, and use this knowledge to instill these lessons in other teachers and mentors.

**Last Updated: April 22, 2019**
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1. Learn more about the Associated Students of Western Washington University at [https://as.wwu.edu/about/](https://as.wwu.edu/about/).
3. DCAL website: [https://dcal.dartmouth.edu/](https://dcal.dartmouth.edu/).
Statement of Faith

Travis W. Peters
Computer Science
Dartmouth College

I was not raised in a home where faith was shared. I grew up without a father. At times, I was confronted with challenges in my relationships with friends and family. At times I struggled with feeling isolated and alone, and I felt as if I had no real community. For a long time I had a performance-driven mindset, and when I graduated high school and moved away from my small town to bigger cities and universities, I suffered the loss of my identity as the smartest person or the best athlete, and as a result my sense of personal value diminished. **Much of this changed when I came to faith.** It was in my first year as an undergraduate that a friend invited me to church in Seattle and I truly heard the Gospel. When I heard the Gospel it transformed the way I saw my life (and continues to do so to this day). I am not a person without a father: I am a person with a Heavenly Father that loves me more than I had ever realized. I am not an isolated person without community: I am a child of God that belongs to the church of His people that spans around the globe and through all time. I am not a person without value or one that is defined by the merits of my own work: I am a person made in the image of God whose identity is in Jesus, the one who has already accomplished everything perfectly, and who is continuously sanctifying me.

Today, my relationships, my work, and my ambitions are all shaped by my faith. **Doctrinally,** I hold fast to the truths of the Christian faith as summarized, for example, in the Apostles’ and Nicene Creeds. Specifically and concisely, I believe that there exist core truths—that Jesus is God incarnate, born amongst humans, lived a perfect life, died the death we deserve, was resurrected from the dead, ascended into Heaven, and reigns to this very day. I also believe that in doing so, God gave us his Spirit. Furthermore, I believe that God gave us His Word, which has been preserved through generations and has authority and relevance in our lives today.

**Practically,** I believe that God is a personal God, and that because of the sacrifice of Jesus, we have unlimited access to God through His Spirit and through prayer. He meets us where we are and He cares about our individual needs, small and large. **Therefore,** as imitators of God, I believe that we are called to love and care for others in the same way. Thus, I pursue relationships with others that are characterized by love, patience, respect, and unity (Ephesians 4:1-6); and, I strive to use God’s gifts to love and serve others (Romans 12:3-8).

**Personally,** I am happily married to my best friend, Mary. We seek out opportunities to grow in our unity and our personal relationships with God. We seek mentorship and discipleship from those that are more mature in their lives, their faith, and their careers. We are both working to serve God in our marriage, in our families and friendships, in our places of work, and in our communities. We are both actively involved in our local church—Christ Redeemer Church. We teach Sunday School classes to middle schoolers together where we seek to illustrate God’s plan and action to love and save His people throughout the Old and New Testaments. None of this is done perfectly, but as we strive together and seek the Lord together, we find grace and encouragement and guidance. As we go out from this stage in our life, we are prayerfully seeking and working towards finding a place where we can continue to do these things.

**As a faculty member,** I want to continue to grow and mature in my faith and in my teaching and science; I want to share my faith and experiences, and meet students where they are in their lives and their walk with God; and, I want to strive alongside my fellow colleagues and faculty members to raise up future generations of people that glorify God in anything and everything that they do.